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Without strong wireless security, your Wi-Fi networnd yo;*‘ransmit
over Wi-Fi could be vulnerable. Since your wirel etwork’s 0 waves travel
through walls, a hacker with a simple antenna coi:xtt rom iles away.

Data Theft — personal and private information (e anchnsactions,
documents, recently viewed web sites) can be capturediout of the air.

The three primary threats to an insecure wireless n k are:

Insertion of Unwanted Programs — because et adio waves

‘ n
spread freely through the air, hackers can exp r com vulnera-

bilities and insert unwanted programs such as Trojans into your network.

Hijacking your Wireless Connection — a hacker can use your wireless net-
work to launch spam or virus attacks or illegally down ‘copyrighted con-
tent using your identity. §
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